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<table>
<thead>
<tr>
<th>Source Address</th>
<th>Destination Address</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>
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2 Tor’s Handshake
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Image of a handshake with a wax seal, illustrating the authentication process.
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1. Client → Server: Starting message
2. Server → Client:
3. Client → Server:
4. Server → Client: Starting message
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**Performance**
- Round trips
- Bandwidth: Data being sent

**Security**
- Sensitive information being leaked
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- Only one Version
- Can use vanilla handshake
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- Improved Security
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Removing Old Versions of Tor

- Only one Version
  - Can use vanilla handshake
  - Reduced Round Trips
  - Improved Security

- ≈0% lose support

Performance
- Round trips

Security
- Sensitive information being leaked
Takeaways

Tor uses relays to achieve anonymity

Tor has a special handshake that hides two-way authentication

We propose 2 improvements to Tor’s handshake
  - Removing extra certificate
  - Removing old versions of Tor
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